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**Application**

The way I will apply this concept in my own practice, especially with databases, is to ensure that no data can be leaked from the program or web application to ensure there is no easy way that data can be stolen from the company. By applying this concept, I ensure that whichever company I work in improves security day after day instead of having potential backdoors seen throughout the system and keeping data secured behind a authentication database and a firewall that does not allow outside connections to find it.

**Explanation**

The best explanation I could ever create is “Consider the motive for the attack, as in think like a hacker and find an entry into a secured system that houses billions of users personal information that can be easily sold.” The reason I would describe it that way is because sometimes you have to think outside of your normal realm and in the mind of a hacker to find points of weak security that can be exploited very easily.

**Example**

One example of this concept would be during my senior year at a previous college. The head of the cybersecurity team for Walmart was on my review panel for my capstone project. He was thinking like a hacker and wanted us to see if the PHP code would allow him to pull all the usernames and passwords of all users in the database by using 1=1. He was impressed when the system wouldn’t allow it.